
Network Assessment

Security Assessment
Prevent-Proactive's Security Audit provides a comprehensive 
list of vulnerabilities across the environment.  The reporting 
allows us to drill down and identify specific issues relating to 
network security. We can provide reporting against a broad 
range of regulatory compliance requirements including; Pay-
ment Card Industry Data Security Standard (PCI DSS), Sar-
banes-Oxley (SOX), Health Insurance Portability and Account
ability Act (HIPPA), Federal Information Security Management 
Act (FISMA), Information Technology Infrastructure Library 
(ITIL) etc.

In addition to the potential damage to networks 
and data, there are critical business reasons to 
use the Security Assessment reports to track 
and document security risks:

-Employee productivity
-Bandwidth abuse or misuse
-Downloading pirated software may 
infect the network 
-Loss of proprietary business data and 
information

The assessment has two stages:

1. Identifying all network assets and                   
monitoring their performance for an extended 
period. 

2.2. Security Audit – This feature provides 
vulnerability assessment, unified configuration 
and vulnerability scanning across network 
devices, operating systems, applications, 
databases, and web applications using a 
scalable, non-intrusive approach.

The purpose of a network assessment is to The purpose of a network assessment is to 
quickly retrieve detailed asset information 
including performance and utilization metrics.

Our Executive Summary report provides a high level 
overview of all your devices quickly assessing the 

overall health of your environment.

A critical part of our Prevent-Proactive Managed Services Program is an initial assessment.   As part of the 
assessment PremCom Corporation will identify key aspects of your environment including vulnerabilities, 
potential for optimization, current issues and findings requiring action or correction.


